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Central Intelligence Agency

3 April 1984

Mr. Brian V. Kinney

Cnief, Declassification and
Historical Research Branch

Records Management Division

Washington Headquarters Services

Department of Defense

Room 1D517, Pentagon

Washington, D.C. 20301

Dear Mr. Kinney:

Your memorandum of 1 February 1984 forwarded to us for classification
review four items consisting of notes made from OSD records during research
for the memoirs of Paul H. Nitze. The four items are:

1. Nitze Notes, HR-Nitze-133 (TS), from document dated
29 March 1968;

2. Nitze Notes, HR-Nitze-126 (C), from document dated
29 December 1967;

3. Nitze Notes, HR-Nitze-141 (TS), from document dated
22 August 1968;

4. Nitze Notes, HR-Nitze-164 (TS), from document dated
"'68 SD File,'" re meeting of 22 August 1968.

We reviewed these notes and have no objection to their release for use
in Mr. Nitze's book. We would like to confirm, however, that in accordance
with your procedures we shall be permitted to conduct a final security review
of Mr. Nitze's manuscript prior to submission for publication. Your copies
of the notes are returned herewith as requested. We have added our classifi-
cation review stamp showing our action.

Sincerely,

25X1

Chief, Classéfication Review Division
Office of Information Services
Directorate of Administration

Enclosures

WARNING NOTICE ' UNCLASSIFIED
INTELLIGENCE SOURCES ' WHEN SEPARATED
AND METHODS INVOLVED FRO{ ENCLOSURES
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DDA/OIS/CRD, (02 April 1984) 25X1

Distribution:
Orig - Addressee w/encls
- CRD Liaison w/DOD w/encls
1 - CRD Chrono w/o encls
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re meeting of 22 August 1968,
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TSCNo. : 75j4 [350

Request No.:
Part { of Y helia
Return to: NIC Document Identification
Item No. (If applicable):
Document Description:
Information and Privacy Division — .
o s NiTz6 -133/75)
Room 1107 Ames Building e —
REVIEW WORKSHEET :
(Do not detach from document) Expendable Copy: . Yes

No

PART 1. Findings and Recommendations

)ﬂ__a. No objection to declassification and/or release. Clearances should be obtained from
the following CIA components or agencies of the U.S. Government (leave blank if no
further clearances are required):

O b. Declassification is impossible at this time. The applicable provisions of E.O. 12356,
1.3(a) are (circle one or more) (1), (2), (3), (4), (5), (6), (7). (8), (9), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this
information reasonably could be expected to cause identifiable damage to the
national security.

PART I1. Sanitization
O a. Sanitization is impossible or inadvisable.

[0 b. Sanitized version may be released provided that certain information is excised. af
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable
Copy,” indicate material to be deleted in the space below, citing page, paragraph,
line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Qlassification Guide (Optional)

O The material examined under this mandatory declassification review request was not
addressed in the Agency’s National Security Classification Guideé =~ |IPD

25X1

25X1

will advise the Agency’s National Security Classification Officer.

Review

Downgraded to Name or Employee No
when detached Component { -
Date of Review Y

[0 TOP SECRET [0 SECRET . [0 CONFIDENTIAL [0 UNCLASSIFIED
, _ o
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EXTRACT FROM EXECUTIVE ORDER 12356

Sec. 1.3 Classification Categories
(a) Information shall be considered for classification if it concerns:
(1) military plans, weapons, or operations;

(2) the vulnerabilities or capabilities of systems, installations, projects, or plans relating to the
national security;

(3) foreign government information;

(4) intelligence activities (including special activities), or intelligence sources or methods;
(5) foreign relations or foreign activities of the United States;

(6) scientific, technological, or economic matters relating to the national security;

(7) United States Government programs for safeguarding nuclear materials or facilities;
(8) cryptology;

(9) a confidential source; or

(10) other categories of information that are related to the national security and that require
protection against unauthorized disclosure as determined by the President or by agency
heads or other officials who have been delegated original classification authority by the
President. Any determination made under this subsection shall be reported promptly to the
Director of the Information Security Oversight Office.

(b) Information that is determined to concern one or more of the categories in Section 1.3(a) shall be
classified when an original classification authority also determines that its unauthorized
disclosure, either by itself or in the context of other information, reasonably could be expected to
cause damage to the national security.

(c) Unauthorized disclosure of foreign government information, the identity of a confidential foreign
source, or intelligence sources or methods is presumed to cause damage to the national security.

(d) Information classified in accordance with Section 1.3 shall not be declassified automatically as a
result of any unofficial publication or inadvertent or unauthorized disclosure in the United States
or abroad of identical or similar information.
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O TOP SECRET [ SECRET [J CONFIDENTIAL  [J UNCLASSIFIED

TSC No. TS-841350
~Request No.:
Part = 1 of 4 Notes
Return to: Document Identification

Item No. (If applicable): _____
Document Description:

Information and Privacy Division HR-Nitze-133 (IS), from document
Room 1107 Ames Building ‘ _ dtd 29 March 1968 -
REVIEW WORKSHEET _
(Do not detach from document) Expendable Copy: Yes
No -

PART]. Findings and Recommendations

a. No objection to declassification and/or release. Clearances should be obtained from
the following CIA components or agencies of the U.S. Government (leave blank if no
further clearances are required):

3 b. Declassification is impossible at this time. The applicable provisions of E.O. 12356,
« 1.3(a) are (circle one or more) (1), (2), (3), (4), (5), (6), (7), (8), (9), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this
information reasonably could be expected to cause identifiable damage to the
national security.

PART II. Sanitization ,
O a. Sanitization is impossible or inadvisable.

L3 b. Sanitized version may be released provided that certain information is excised. (If
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable
Copy,” indicate material to be deleted in the space below, citing page, paragraph,
line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Classification Guide (Optional)

O The material examined under this mandatory declassification review request was not
addressed in the Agency’s National Security Classification Guid IPD - 25X1
. will advise the Agency’s National Security Classification Officer.

. Reviewer
Downgraded to Name or Emplovee No/
when detached Component __DDI/OSWR

Date of Review _13 March 1984

O TOP SECRET [0 SECRET [0 CONFIDENTIAL [0 UNCLASSIFIED

(50)
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EXTRACT FROM EXECUTIVE ORDER 12356

Sec. 1.3 Classification Categories »
(a) Information shall be considered for classification if it concerns:
(1) military plans, weapéns, or operations;

(2) the vulnerabilities or capabilities of systems, installations, projects, or plans relating to the
national security;

(3) foreign government information; /
(4) intelligence activities (including special activities), or intelligence sources or methods;
(5) foreign relations or foreign activities of the United States:

(6) scientific, technological, or economic matters relating to the national security;

(7) United States Government programs for safeguarding nuclear materials or facilities;
(8) cryptology;

(9) a confidential source; or

(10) other categories of information that are related to the national security and that require
protection against unauthorized disclosure as determined by the President or by agency
heads or other officials who have been delegated original classification authority by the
President. Any determination made under this subsection shall be reported promptls o e
Director of the Information Security Oversight Office.

(b) Information that is determined to concern one or more of the czicgories in Section 1.3(a) shall be
classified when an original classification authority also determines that its unauthorized
disclosure, either by itself or in the context of other information, reasonably could be expected to
cause damage to the national security.

(c) Unauthorized disclosure of foreign government information, the identity of a confidential foreign
source, or intelligence sources or methods is presumed to cause damage to the national security.

(d) Information classified in accordance with Section 1.3 shall not be declassified automatically as a
result of any unofficial publication or inadvertent or unauthorized disclosure in the United States
or abroad of identical or similar information.
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TSC No.

Request No.:
P::t 2 of $7lp

Return to: Document ldentification ____
Item No. (If applicable):

Document Description:
Information and Privacy Division

Room 1107 Ames Building ﬁ# ‘5 ég :’fz ¢ /22% ﬁ ’

REVIEW WORKSHEET
(Do not detach from document) Expendable Copy:

Yes
No

PART 1. Fiandings and Recommendations

M a. No objection to declassification and/or release. Clearances should be obtained from
the following CIA components or agencies of the U.S. Government (leave blank if no
further clearances are required):

[0 b. Declassification is impossible at this time. The applicable provisions of E.O. 12356,
1.3(a) are (circle one or more) (1), (2), (3), (4), (5), (6), (7), (8), (9), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this
information reasonably could be expected to cause identifiable damage to the
national security.

PART II. Sanitization
O a. Sanitization is impossible or inadvisable.

] b. Sanitized version may be released provided that certain information is excised. (If
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable
Copy,” indicate material to be deleted in the space below, citing page, paragraph,
line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Qassification Guide (Optional)

O The material examined under this mandatory declassification review request was not
addressed in the Agency’s National Security Classification Guide | 25X1
will advise the Agency’s National Security Classification Officer.

Review
Downgraded to Name or Employee N 25X1
when detached Component _NIQ /SP ’
Date of Review __27 MAr 192 Y

O TOP SECRET [ SECRET . [0 CONFIDENTIAL [ UNCLASSIFIED
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Return to:

O TOP SECRET [ SECRET [J] CONFIDENTIAL [0 UNCLASSIFIED

-~ TSC No.
~ Request No.:
-Part 2 _of __4 Notes
Document Identification _
Item No. (If applicable): ___
Document Description:

~ Information and Privacy Division HR-Nitze-126 (C), from

Room 1107 Ames Building

REVIEW WORKSHEET _
(Do not detach from document) Expendable Copy:

Yes
No

PART 1. Findings and Recommendations

Bu a.

n. b.

i

No objection to declassification and/or release. Clearances should be obtained from |
the following CIA components or agencies of the U.S. Government (leave blank if no
further clcarances are required):

Declassification is impossible at this time. The applicable provisions of E.O. 12356,
1.3(a) are (circle one or more) (1), (2), (3), (4), (5), (6), (7), (8), (9), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this
information reasonably could be expected to cause identifiable damage to the
national security.

PART II. Sanitization

O a. Sanitization is impossible or inadvisable.

Ob.

Sanitized version may be released provided that certain information is excised. (If
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable
Copy,” indicate material to be deleted in the space below, citing page, paragraph,
line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Classification Guide (Optional)

0 The material examined under this mandatory declassification review request was not
addressed in the Agency’s National Security Classification Guid

will advise the Agency’s National Security Classification Officer.

~documents dated 29 Dec 1967

Reviewer
Downgraded to Name or Employee No
when detached Component DDI/QSWR
Date of Review 13 March 1984

O TOP SECRET [0 SECRET [J CONFIDENTIAL [OJ UNCLASSIFIED
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EXTRACT FROM EXECUTIVE ORDER 12356

Sec. 1.3 Classification Categories
(a) Information shall be considered for classification if it concerns:
(1) military plans, weapons, or operations;

(2) the vulnerabilities or capabilities of systems, installations, projects, or plans relating to the
national security;

(3) foreign government information; \

(4) intelligence activities (including special activities), or intelligence sources or methbds;
(5) foreign relations or foreign activities of the United States;

(6) scientific, technological, or economic matters relating to the national security;

(7) United States Government programs for safeguarding nuclear materials or facilities;
(8) cryptology;

) a confidential source; or

(10) other categories of information that are related to the national security and that require
protection against unauthorized disclosure as determined by the President or by agency
heads or other officials who have been delegated original classification authority by the
President. Any determination made under this subsection shall be reported promptly to the
Director of the Information Security Oversight Office.

(b) Information that is determined to concern one or more of the categories in Section 1.3(a) shall be
classified when an original classification authority also determines that its unauthorized
disclosure, either by itself or in the context of other information, reasonably could be expected to
cause damage to the national security.

(c) Unauthorized disclosure of foreign government information, the identity of a confidential foreign
source, or intelligence sources or methods is presumed to cause damage to the national security.

(d) Information classified in accordance with Section 1.3 shall not be declassified automatically as a
result of any unofficial publication or inadvertent or unauthorized disclosure in the United States
or abroad of identical or similar information.
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TSCNo. : 5 941352

Request No.:

Return to: Document Identification
Item No. (If applicable):
Document Description:

Information and Privacy Division

Room 1107 Ames Building
REVIEW WORKSHEET —
(Do not detach from document) Expendable Copy: Yes
No

PART 1. Findings and Recommendations

2. No objection to declassification and/or release. Clearances should be obtained from

the following CIA components or agencies of the U.S. Government (leave blank if no
further clearances are required):

O b. Declassification is impossible at this time. The applicable provisions of E.O. 12356,
1.3(a) are (circle one or more) (1), (2), (3), (4), (5), (6), (7), (8), (9), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this

information reasonably could be expected to cause identifiable damage to the
national security.

PART Il. Sanitization
[ a. Sanitization is impossible or inadvisable.

[ b. Sanitized version may be released provided that certain information is excised. (If
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable
Copy,” indicate material to be deleted in the space below, citing page, paragraph,
line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Classification Guide (Optional)

O The material examined under this mandatory declassification review request was not
addressed in the Agency’s National Security Classification Guide 25X1
will advise the Agency’s National Security Classification Officer.

Review
Downgraded to Name or Employee No 25X1

when detached Component _Nt¢/Mo/SP
Date of Review ___ 27 Maq® §9

[0 TOP SECRET [0 SECRET . [0 CONFIDENTIAL [0 UNCLASSIFIED
. ‘ o
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EXTRACT FROM EXECUTIVE ORDER 12356

Sec. 1.3 Classification Categories
(a) Information shall be considered for classification if it concerns:
(1) military plans, weapons, or operations;

(2) the vulnerabilities or capabilities of systems, installations, projects, or plans relating to the
national security;

(3) foreign government information;

(4) intelligence activities (including special activities), or intelligence sources or methods;
(5) foreign relations or foreign activities of the United States;

(6) scientific, technological, or economic matters relating to the national security;

(7) United States Government programs for safeguarding nuclear materials or facilities;
(8) cryptology;

(9) a confidential source; or

(10) other categories of information that are related to the national security and that require
protection against unauthorized disclosure as determined by the President or by agency
heads or other officials who have been delegated original classification authority by the
President. Any determination made under this subsection shall be reported promptly to the
Director of the Information Security Oversight Office.

(b) Information that is determined to concern one or more of the categories in Section 1.3(a) shall be
classified when an original classification authority also determines that its unauthorized
disclosure, either by itself or in the context of other information, reasonably could be expected to
cause damage to the national security.

(c) Unauthorized disclosure of foreign government information, the identity of a confidential foreign
source, or intelligence sources or methods is presumed to cause damage to the national security.

(d) Information classified in accordance with Section 1.3 shall not be declassified automatically as a
result of any unofficial publication or inadvertent or unauthorized disclosure in the United States
or abroad of identical or similar information.
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Return to:

~ Information and Privacy Division
Room 1107 Ames Building

TSC No. : TS-841352
. Request No.:

Part 4  _of __4 Notes

Document Identification _
Item No. (If applicable): __
Document Description:

HR-Nitze-164 (TS), from

REVIEW WORKSHEET - —re meeting of 22 Aug 1968
(Do not detach from document) Expendable Copy: Yes
.. No

PART 1. Findings and Recommendations

X a

0o

No objection to declassification and/or release. Clearances should be obtained from -

the following CIA components or agencies of the U.S. Government (leave blank if no
further clcarances are required):

Declassification is impossible at this time. The applicable provisions of E.O. 12356,
1.3(a) are (circle one or more) (1), (2), (3), (4; (5), (6), (7), (8), (9), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this
information reasonably could be expected to cause identifiable damage to thc
national security.

PART II. Sanitization

O a.
Oho.

Sanitization is impossible or inadvisable.

Sanitized version may be released provided that certain information is excised. (If
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable
Copy,” indicate material to be deleted in the space below, citing page, paragraph,
line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Classification Guide (Optional)

[0 The material examined under this mandatory declassification review request was not

Downgraded to

document dated "'68 SD File,"

25X1

when detached

addressed in the Agency’s National Security Classification Guide
will advise the Agency’s National Security Classification Officer. 25X1
Review
Name or Employee No. |
Component _ DDI/OSWR
Date of Review 13 March 1984

00 TOP SECRET [J SECRET [J CONFIDENTIAL [J UNCLASSIFIED

rom 372 4 OBSOLETE PREVIOUS

EDHIONS
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EXTRACT FROM EXECUTIVE ORDER 12356

Sec. 1.3 Classification Categories
(a) Information shall be considered for classification if it concerns:
(1) military plans, weapons, or operations;

(2) the vulnerabilities or capabilities of systems, installations, projects, or plans relating to the
national security;

(3) foreign government information;

(4) intelligence activities (including special activities), or intelligence sources or methods;
(5) foreign relations or foreign activities of the United States; ‘
(6) scientific, technological, or economic matters relating to the national security;

(7) United States Government programs for safeguarding nuclear materials or facilities;
(8) cryptology;

(9) a confidential source; or

(10) other categories of information that are related to the national security and that require
protection against unauthorized disclosure as determined by the President or by agency
heads or other officials who have been delegated original classification authority by the
President. Any determination made under this subsection shall be reported promptly to the
Director of the Information Security Oversight Office.

(b) Information that is determined to concern one or more of the categories in Section 1.3(a) shall be
classified when an original classification authority also determines that its unauthorized
disclosure, either by itself or in the context of other information, reasonably could be expected to
cause damage to the national security.

(c) Unauthorized disclosure of foreign government information, the identity of a confidential foreign
source, or intelligence sources or methods is presumed to cause damage to the national security.

(d) Information classified in accordance with Section 1.3 shall not be declassified automatically as a
result of any unofficial publication or inadvertent or unauthorized disclosure in the United States
or abroad of identical or similar information.
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[0 TOP SECRET' .SECRBT L] CONFIDENTIAL .LJ UNCLASSIFIED

TSCNo. :.[5-84 155

Request No.:
Part __3 of 4 Nols
Return to: ' Document Identification
Item No. (If applicable):
Document Description:
Information and Privacy Division - - ,
Room 1107 Ames Building HR-NiTze - [41  jaopn
Oacauat doted 22 Aug 0¥
REVIEW WORKSHEET
(Do not detach from document) Expendable Copy: —____ Yes
No

PART 1. Findings and Recommendations

W. No objection to declassification and/or release. Clearances should be obtained from
the following CIA components or agencies of the U.S. Government (leave blank if no
further clearances are required):

O b. Declassification is impossible at this time. The applicable provisions of E.O. 12356,
1.3(a) are (circle one or more) (1), (2), (3), (4), (5), (6), (7); (8), (), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this
information reasonably could be expected to cause identifiable damage to the
national security.

PART I1. Sanitization
O a. Sanitization is impossible or inadvisable.

[ b. Sanitized version may be released provided that certain information is excised. (If
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable
Copy,” indicate material to be deleted in the space below, citing page, paragraph,
line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Classification Guide (Optional)

O The material examined under this mandatory declassification review request was not
addressed in the Agency’s National Security Classification Guidq ‘ 25X1
will advise the Agency’s National Security Classification Officer.

R 25X1
Downgraded to Name or Employee No.
when detached Component _NIC /NIO [SPY

Date of Review

0 TOP SECRET [0 SECRET . [0 CONFIDENTIAL [0 UNCLASSIFIED
. _ o
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EXTRACT FROM EXECUTIVE ORDER 12356

Sec. 1.3 Classification Categories
(a) Information shall be considered for classification if it concerns:
(1) military plans, weapons, or operations;

(2) the vulnerabilities or capabilities of systems, installations, projects, or plans relating to the
national security;

(3) foreign government information;

(4) intelligence activities (including special activities), or intelligence sources or methods;
(5) foreign relations or foreign activities of the United States;

(6) scientific, technological, or economic matters relating to the national security;

(7) United States Government programs for safeguarding nuclear materials or facilities;
(8) cryptology;

(9) a confidential source; or

(10) other categories of information that are related to the national security and that require
protection against unauthorized disclosure as determined by the President or by agency
heads or other officials who have been delegated original classification authority by the
President. Any determination made under this subsection shall be reported promptly to the
Director of the Information Security Oversight Office.

(b) Information that is determined to concern one or more of the categories in Section 1.3(a) shall be
classified when an original classification authority also determines that its unauthorized
disclosure, either by itself or in the context of other information, reasonably could be expected to
cause damage to the national security.

(¢) Unauthorized disclosure of foreign government information, the identity of a confidential foreign
source, or intelligence sources or methods is presumed to cause damage to the national security.

(d) Information classified in accordance with Section 1.3 shall not be declassified automatically as a
result of any unofficial publication or inadvertent or unauthorized disclosure in the United States
or abroad of identical or similar information.
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- Request No.:
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PART L.

Findings and Recommendations

ﬁ a. No objection to declassification and/or release. Clearances should be obtained from
the following CIA components or agencies of the U.S. Government (leave blank if no

further clearances are required):

*  Sanitized Copy Approved for Release 2010/09/02 : CIA-RDP87-OO1 81R000100150005-7
. .

[J UNCLASSIFIED

TSC No. TS-841351

Part 3 of 4 Notes

Document Identification
Item No. (If applicable): ____
Document Description:

HR~-Nitze-141 (TS), from
document dated 22 Aug 1968

Expendable Copy: Yes

No

0o

national security.

PART II. Sanitization

Declassification is impossible at this time. The applicable provisions of E.O. 12356,
1.3(a) are (circle one or more) (1), (2), (3), (4; (5), (6), (7), (8), (9), (10); 1.3(c). (See back
of form for an explanation of these provisions.) The unauthorized disclosure of this
information reasonably could be expected to cause 1dcnt1ﬁablc damage to the

O a. Sanitization is impossible or inadvisable.

L] b. Sanitized version may be released provided that certain information is excised. (If
“Expendable Copy,” bracket material to be deleted in red. If not an “Expendable

Copy,” indicate material to be deleted in the space below, citing page, paragraph,

line etc. Use continuation sheet if needed.) Release of segregable portions must be
cleared with the following CIA components or agencies of the U.S. Government
(leave blank if no further clearances are required):

PART III. Classification Guide (Optional)

25X1

O The material examined under this mandatory declassification review request was not

addressed in the Agency’s National Security Classification Guide
A will advise the Agency’s National Security Classification Officer. <

Downgraded to
when detached

O TOP SECRET [] SECRET

o 3724 gyt mewovs

Name or Employee No.._

Component

Reviewer

DDL/USWK

Date of Review :

[0 CONFIDENTIAL

13 March 1984

O UNCLASSIFIED

50)
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EXTRACT FROM EXECUTIVE ORDER 12356

Sec. 1.3 Classification Categories _
(a) Information shall be considered for classification if it concerns:
(1) military plans, weapdns, or operations;

(2) the vulnerabilities or capabilities of systems, installations, projects, or plans relating to the
national security;

(3) foreign government information; ,

(4) intelligence activities (including special activities), or intelligence sources or methods;
(5) foreign relations or foreign activities of the United States;

(6) scientific, technological, or economic matters relating to the national security:

(7) United States Government programs for safeguarding nuclear materials or facilities;
(8) cryptology;

) a confidential source; or

(10) other categories of information that are related to the national security and that require
protection against unauthorized disclosure as determined by the President or by agency
heads or other officials who have been delegated original classification authority by the
President. Any determination made under this subsection shall be reported promptly to the
Director of the Information Security Oversight Office.

(b) Information that is determined to concern one or more of the categories in Section 1.3(a) shall be
classified when an original classification authority also determines that its unauthorized
disclosure, either by itself or in the context of other information, reasonably could be expected to
cause damage to the national security.

(c) Unauthorized disclosure of foreign government information, the identity of a confidential foreign
source, or intelligence sources or methods is presumed to cause damage to the national security.

(d) Information classified in accordance with Section 1.3 shall not be declassified automatically as a
result of any unofficial publication or inadvertent or unauthorized disclosure in the United States -
or abroad of identical or similar information.
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